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Emerging Services Trends
Our Connected World is Evolving!
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Key Characteristics of 5G

ÅMassive MIMO

Å RAN Transmission ς
Centimeter and Millimeter 
Waves

Å New Waveforms

Å Shared Spectrum Access

Å Advanced Inter-Node 
Coordination

Å Simultaneous Transmission 
Reception

ÅMulti-RAT Integration & 
Management

Å D2D Communications 

Å Efficient Small Data 
Transmission

ÅWireless Backhaul / Access 
Integration

Å Flexible Networks

Å Flexible Mobility

Å Context Aware Networking

Å Information Centric 
Networking

ÅMoving Networks
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Types of 5G Applications

Enhanced Mobile Broadband

- Mobile Broadband, UHD / Hologram, High-mobility, 
Virtual Presence

Critical Communications

- Interactive Game / Sports, Industrial Control, Drone / 
Robot / Vehicle, Emergency

Massive Machine Type Communications

- Subway / Stadium Service, eHealth, Wearables, 
Inventory Control

Network Operation

- Network Slicing, Routing, Migration and Interworking, 
Energy Saving

Enhancement of Vehicle-to-Everything 

- Autonomous Driving, safety and non-safety features

Massive Sensing

1b/s over 10 years 

off an AAA battery 

Speed: >10 Gb/s Č Tb/s

Massive Content

Massive Control

Response: 1 ms

Courtesy: Gerhard Fettweis



ETSI/NFV Vision for Network Function Virtualization 
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Traditional Network vs. Virtualized Network 
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Virtualized Networks

üGeneral purpose cloud-based hardware  components

üSoftware-based virtual network components and 
services 

üDynamic real-time configuration to support internal 
or customer activity

üProgrammable network management

Software Defined Network controls

Real-time analytics and policy driven orchestration 
of service, network and capacity requests

Application 
Services

Hosted Apps 

VPN, Ethernet, VoIP, etc. Over-the-top Apps

Fiber Copper Radio

Private Line
Traditional Networks

üBuilt using purpose-built hardware coupled with 
physical connectivity

üControl logic largely coordinated and implemented 
by layers of OSSs

üControl, Forward and Data Planes are tightly 
integrated in Network Elements

OA&M, inventory views and operational controls 
managed in OSSs to avoid negative impact to 
service performance



8

The Network of the Future
A Cloud-Based Architecture 

Faster
Å Faster provisioning and time-to-market

Å Effortless customer experience

Scalable
Å Create new products, services quicker than before

Å Add services on-demand and in near real-time

Dynamic
Å Network on-demand, increased reliability, flexibility

Å !ƴŀƭȅǘƛŎǎ άōƛƎ Řŀǘŀέ

Lower Cost
Å Reduced cost of hardware, operations, etc.

Å Higher utilization

Secure
Å Strong authentication

Å Firewalls, proxies, deep packet inspection, etc.

Accessible
Å Always connected world

Å COU, BYOD, next-gen app



Overview of NFV (Network Function Virtualization) Sample Use cases
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NFV Use Case: Virtualization of Mobile Core Network (EPC)  and IMS 

Network Operation

VNF  Relocation 



SDN/NFV-based Evolved Packet Core
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Common Hardware (COTS)

Hypervisor

vS-GW vP-GW

vHSS vPCRF

vPCEF

Management & Orchestration

SDN

Virtualized 

IMS

Internet,

Cloud Services,

Partners
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Mobile Devices

(Smartphones, 

M2M, IoT)
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SDN 
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DCAE
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Security Transformation ςVirtual Firewall an Example

Domain 2.0 Security

Service 
Design & 

Creation Infrastructure 
Controller

Network 
Controller

Application
Controller

Operational Management Framework

AIC Cloud Infrastructure

Non-Virtualized Security 

ÅWide variety of vendor specific security hardware
ÅRequires vendor specific FW management platforms
ÅRequires hands-on customized physical work to install
ÅMultiple support organizations
ÅNo single operations model or database of record

ÅSecurity functions will be cloud-based
ÅSecurity dynamically orchestrated in the cloud as needed
ÅStreamlined supplier integration using D2 catalog
ÅCentralized common management platform
ÅCreates a standard operations/support model

Virtual 

Security 

Functions

vFW1 vFW2 vFW3 IDS1 IDS2

paloalto
networks

ALLOT


